
PROTECTION OF BUSINESS SECRETS

CONCLUSION

CODE OF CONDUCT

ETHICS AND INTEGRITY

• This guideline serves as the basis for a safe, productive and 
ethically responsible symposium. Adherence to these 
compliance regulations will ensure the success of our event 
and promote an open, safe platform for exchange of ideas. 
We thank everyone involved for their support and 
commitment to upholding these standards.
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VERY RESPECTFULLY, THANK YOU.

STATE SECURITY AND PUBLIC ORDER

WITH KEYNOTE PERSONALITIES FROM THE NPLI

LEADERSHIP PREPAREDNESS SYMPOSIUM
META-LEADERSHIP FOR RESILIENT INDUSTRIES AND 

CRITICAL INFRASTRUCTURE

MAY 21st – 22nd 

2024 VIENNA
COMPLIANCE 

GUIDELINE

• The concepts and ideas shared during the Symposium must 
be ethical and must not be used to support unethical 
practices.

• Respectful behavior and professionalism towards the 
contributions and ideas of other participants are essential 
to the success of the symposium.

• Respectful interaction and the rejection of discrimination in 
any form of inappropriate behavior are essential.

• In the event of non-compliance with these principles, the 
organizers reserve the right to take appropriate action to 
protect the integrity of the symposium.

• Content that could be interpreted as threatening to state security 
or public order is not permitted. This includes topics that could 
support extremist views or encourage illegal activities.

• All thematic contributions must be in accordance with the legal 
framework and must not contain any information that could be 
misused against state institutions.

• It is essential that no information is shared that could reveal trade 
secrets, confidential strategies or other sensitive company 
information.

• Content that could potentially jeopardize business interests or 
company security must be excluded from presentations and 
discussions.

• Personal data will be handled in accordance with the General Data 
Protection Regulation (GDPR) and local data protection laws, with 
freedom and security of information being a top priority.

• Participants are required to take measures to ensure the protection 
of sensitive information and prevent unauthorized access.

DATA PROTECTION


